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The Question

How can you use a mobile device to prove who you are securely and
remotely while still preserving your privacy?

Vaulted Voice Verification’s novel challenge-response protocol.
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VVV Results

MIT Dataset?!
— 48 speakers

* 22 female
* 26 male
— Different environments
» office
* lobby
* intersection
— Words and phrases
* ice cream flavors
* names of people
* etc...
— 5,184 Speech Samples

* 54 speech samples per user

per session
* 3 sessions each user
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